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Abstract of the contribution: This contribution proposes the development of a new clause (5.16.X) titled “Mission Critical Services” for inclusion under existing clause 5.16 (“Support for specific services”) in draft TS 23.501. It is proposed to develop the needed technical content for clause 5.16.X via initial development of a new informative annex to draft TS 23.501 to capture technical agreements concerning how the 5G system architecture capabilities are functionally used to support Mission Critical Services.
1
Discussion

The purpose of clause 5.16 (Support for specific services) in draft TS 23.501 is to provide normative description of how specific services are supported by the 5G architecture capabilities specified elsewhere in draft TS 23.501.

Mission Critical Services have unique requirements to ensure service availability for certain public safety users, for specific applications, and for specific periods of time as needed to support their public safety duties for everyday duties and during emergency situations. 
This contribution proposes two changes to clause 5.16 of draft TS 23.501 (V0.4.0). The first proposed change introduces a new clause for “Mission Critical Services” under clause 5.16 to capture normative material pertaining to Mission Critical Services. The second proposed change introduces a new annex to draft TS 23.501 to capture technical agreements concerning how the 5G system architecture capabilities are functionally used to support Mission Critical Services. The relevant content of this annex will when mature be moved to clause 5.16 of draft TS 23.501 (and possibly to other clauses in draft TS 23.501 and TS 23.502 as appropriate). This annex will not be maintained and will be voided when the normative content has been fully included in clause 5.16.
2
Proposal

The following changes are proposed to TS 23.501 (V0.4.0).
***** Start of Change # 1 *****
5.16
Support for specific services

5.16.1
Public Warning System

Editor's note:
This include functional description for supporting Public Warning System in 5G system.

5.16.2
SMS over NAS

5.16.2.1
General

This section includes feature description for supporting SMS over NAS in 5G system. Support for SMS incurs the following functionality:

-
Support for SMS over NAS transport between UE and AMF.

-
Support for AMF determining the SMSF for a given UE.

-
Support for subscription checking and actual transmission of MO/MT-SMS transfer by the SMSF.

-
Support for MO/MT-SMS transmission for both roaming and non-roaming scenarios.

5.16.2.2
SMS over NAS transport

During registration procedure, a UE that wants to use SMS provides an "SMS supported" indication over NAS signalling indicating the UE's capability for SMS over NAS transport. If the core network supports SMS functionality, the AMF includes "SMS supported" indication to the UE.

SMS is transported over NAS without the need to establish data radio bearers, via NAS transport message, which can carry SMS messages as payload.

Editor's note:
How to transport SMS payload between UE and AMF depends on the overall NAS transport protocol stack and that is FFS.

5.16.3
IMS support

Editor's note:
This could include functional description for supporting IMS based services such as voice.

5.16.3.1
General

IP-Connectivity Access Network specific concepts when using 5GS to access IMS can be found in TS 23.228 [15].

5GS supports IMS with the following functionality:

-
Indication toward the UE if IMS voice over PS session is supported.

-
Capability to transport the P-CSCF address(es) to UE.

-
Paging Policy Differentiation for IMS as defined in TS 23.228 [15].

-
IMS emergency service as defined in TS 23.167 [18].

5.16.3.2
IMS voice over PS Session Supported Indication

The serving PLMN AMF shall send an indication toward the UE during the Registration procedure if an IMS voice over PS session is supported. The serving PLMN AMF uses this indicator to indicate to the UE whether it can expect a successful IMS voice over PS session with a 5G QoS Flow that supports voice as specified in clause 5.7. A UE with "IMS voice over PS" voice capability should take this indication into account when establishing voice over PS sessions.

The serving PLMN provides this indication based e.g. on local policy, HPLMN and how extended 5G-RAN coverage is. The serving PLMN shall indicate to the UE that the UE can expect a successful IMS voice over PS session only if the AMF has the knowledge that the serving PLMN has a roaming agreement for IMS voice with the HPLMN of the UE. This indication is per Registration Area list.

Editor's note:
Interactions between the AMF and UDM for T-ADS, if required, are FFS.

Editor's note:
If interactions between the AMF and RAN to determine functionality equivalent to Voice Support Match Indicator of EPC are needed, they are FFS.

5.16.3.3
Homogenous support for IMS voice over PS Session supported indication
5GC shall support the usage of "Homogenous Support of IMS Voice over PS Sessions" indication between AMF and UDM.

When the AMF initiates Update Location procedure to the UDM, it shall:

-
if "IMS Voice over PS Sessions" is supported homogeneously in all TAs in the serving AMF for the UE, include the "Homogenous Support of IMS Voice over PS Sessions" indication set to "Supported";

-
if none of the TAs of the serving AMF supports "IMS Voice over PS Sessions" for the UE, include the "Homogenous Support of IMS Voice over PS Sessions" indication set to "Not supported";

-
if "IMS Voice over PS Sessions" support is either non-homogeneous or unknown, not include the "Homogenous Support of IMS Voice over PS Sessions" indication.

The UDM shall take this indication into account when doing T-ADS procedure for IMS voice.

5.16.3.4
P-CSCF address delivery

At PDU Session establishment procedure related to IMS, SMF shall support the capability to send the P-CSCF address(es) to UE. The SMF is located in VPLMN if LBO is used. This is sent by visited SMF if LBO is used. For Home routed, this information is sent by the SMF in HPLMN. P-CSCF address(es) shall be sent transparently through AMF, and in case of Home Routed also through the SMF in VPLMN.

NOTE 1:
Other options to provide P-CSCF to the UE as defined in TS 23.228 [15] is not excluded.

NOTE 2:
PDU session for IMS is identified by "APN" or "DNN".

5.16.4
Emergency services

Editor's note:
This could include functional description for supporting emergency services in 5G system, including support for unauthenticated emergency services.

-
IMS emergency service is supported with emergency PDU session service by establishing a PDU session with an Emergency APN (or DNN).

-
UE determines whether the serving network support IMS emergency service support for UE in limited service state, as specified in TS 23.122 [17], is based on Access Stratum broadcast indication.

-
A serving network shall provide an Access Stratum broadcast indication to UEs as to whether eCall Over IMS is supported.

5.16.5
Multimedia Priority Services

Editor's note:
This include functional description for supporting Multimedia Priority Services.
5.16.X
Mission Critical Services

Editor's note:
This clause provides a functional description of how the 5G system architecture capabilities functionally support Mission Critical Services.

***** End of Change # 1 *****

***** Start of Change # 2 *****
Annex X (informative):
Mission Critical Services temporary placeholder
Editor's note:
This annex is being used as a placeholder to develop the technical content describing how 5G system architecture capabilities are functionally used to support Mission Critical Services. It is planned to be moved as and where appropriate to TS 23.501 and TS 23.502. The Annex will not be maintained and will be voided when normative content has been prepared.

X.1
References

Editor's note:
This material highlights new documents referenced in this annex, as extensions to References in TS 23.501.
[ref1]
3GPP TS 22.280 “Mission Critical Services Common Requirements (MCCoRe); Stage 1”

[ref2]
3GPP TS 22.179 “Mission Critical Push To Talk over LTE (MCPTT); Stage 1”

[ref3]
3GPP TS 22.281 “Mission Critical Video over LTE (MCVideo); Stage 1”
[ref4]
3GPP TS 22.282 “Mission Critical Data over LTE (MCData); Stage 1”
X.2
General Mission Critical Services Functionality

Editor's note:
This material is targeted against TS 23.501, clause 5.16.X, "Mission Critical Services."
Per TS 22.280 [ref1], a Mission Critical Service (MCX) is a communication service reflecting enabling capabilities Mission Critical Applications and provided to end users from Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways). An MCX Service is either Mission Critical Push To Talk (MCPTT) as defined in TS 22.179 [ref2], Mission Critical Video (MCVideo) as defined in TS 22.281 [ref3], or Mission Critical Data (MCData) as defined in TS 22.282 [ref4], and represents a shared underlying set of requirements between two or more MCX service types.
Mission Critical Services (MCS) are based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. As specified in TS 22.261 [2] clause 6.8, MCX Users require 5GS functionality that allows for real-time, dynamic, secure and limited interaction with the QoS and policy framework for modification of the QoS and policy framework by authorized users. The limited interaction is based on operator policy, and provides specific limitations on what aspects of the QoS and policy framework an authorized MCX User can modify. MCS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.

Mission Critical leverages the foundation of the 5G QoS Model as defined in clause 5.7, and 5G Policy Control as defined in clause 5.14. It requires that the necessary subscriptions are in place for both the 5G QoS Profile and the necessary Policies.

Editor’s note:
It is FFS the potential role of the Unified Data Management (UDM) and the Policy Function (PCF) in managing QoS and Policy subscriptions.

Editor’s note:
It is FFS how the ARP-PL is used for QoS forwarding treatment of the QoS flow.

Editor’s note:
It is FFS whether the ARP is included within the 5G QoS Profile sent to the UE.

The terminating network identifies the priority of the MCS session and applies priority treatment, including paging with priority, to ensure that the MCS session can be established with priority to the terminating user (either an MCX User or normal user).

Priority treatment for MCS includes priority message handling, including priority treatment during authentication, security, and location management procedures.

Priority treatment for MCS sessions requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.

NOTE 1:
Use of QoS Flows for MCS with non-standardized 5QI values enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MCS.

When a MCS session is requested by an MCX User, the following principles apply in the network:

-
QoS Flows employed in a Mission Critical Service session shall be assigned ARP value settings appropriate for the priority level of the MCX User.

-
Setting ARP pre-emption capability and vulnerability for MCS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.

-
Pre-emption of non-MCX Users over MCX Users during network congestion situation, subject to operator policy and national/regional regulations.

Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.

The 5G network needs to support flexible means to make relative PDU priority decisions based on real-time data of the state of the network and/or based on modification of the QoS and policy framework by authorized users as described in clause 6.8 of TS 22.261 [2].
***** End of Change # 2 *****
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